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START OF CHANGES
4.5.4a
ePDG Selection for Emergency Services

4.5.4a.1
General

UE initiates the ePDG selection for emergency services when it detects a user request for emergency session and determines that WLAN shall be used for the emergency access.

Unless the UE is attached to an ePDG that has indicated support for the emergency services and is located in the same country where the UE is currently located, the UE terminates the exisitng ePDG connection, if any, and performs the emergency ePDG selection procedure described in clause 4.5.4a.2. Otherwise, the UE should reuse the existing ePDG connection.

4.5.4a.2
Emergency ePDG Selection Procedure

The ePDG selection for emergency services shall use the ePDG selection procedure for non-emergency services specified in clause 4.5.4, with the following modifications:

1)
Separately configured ePDG Emergency Identifier shall be used instead of the ePDG Identifier specified in clause 4.5.4.3;

2)
For a UE equipped with a UICC, the Operator Identifier Emergency FQDN and the Tracking/Location Area Identity Emergency FQDN (specified in TS 23.003 [16]) shall be constructed based on the rules specified in clause 4.5.4.2 and shall be used instead of the Operator Identifier FQDN and the Tracking/Location Area Identity FQDN respectively;

3)
The DNS-based discovery of the regulatory requirements described in clause 4.5.4.5 in the context of emergency ePDG selection shall be based on a Visited Country Emergency FQDN (specified in TS 23.003 [16]), instead of the Visited Country FQDN;

4)
If the UE is not equipped with a UICC, the UE shall perform the emergency ePDG selection procedure without using the ePDG selection configuration data (the ePDG Emergency Identifier and the ePDG selection information), i.e., the UE shall consider those data as not configured, and the UE may construct the Operator Identifier FQDN format based on a PLMN ID obtained via implementation specific means.

NOTE 1:
In case of authentication failure during an emergency ePDG selection attempt, or when the UE is not equipped with a UICC, the ePDG selection attempt may result in unauthenticated emergency attachment, if allowed by local policies.

NOTE 2:
The ePDG access (for both the emergency and non-emergency services) may be rejected by the network based on local policies related to availability of emergency services in specific geographic areas.

END OF CHANGES

